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Tendencias en la
seguridad corporativa 

Corporate Security Trends

President 

Thank you

EDITORIAL

Dear readers;

With the purpose of keeping you aware of the latest security trends, we are introducing 
as cover the Corporate Security topic focusing on the “resilience”, a term that has caught the 
attention of the great corporations due to its different strategy applied to the corporate se-
curity policy. 

Main difference: In the past, the corporate security focused mainly on the company’s 
computer technology area. Nowadays, the security policy has expanded through all the 
company’s areas, that is, it has become an integral approach. 

The purpose of this new approach is that the company’s ‘body’ has the best recovery pos-
sibilities after a crisis in a short period, thus, the company’s activities can continue normally.   
The objective is that the company has the best ability to recover from a disturbing situation 
as soon as possible.  

This is an appropriate occasion to inform you that it is a special year for BASC PERU be-
cause of its 15th anniversary of continuous growth thanks to the support of all its certified 
companies, associations, international, national, public and private entities that share our 
concern for the healthy and efficient international logistic chain of our country.

We invite the community engaged with the safe foreign business to celebrate the 15th 
anniversary of the Business Alliance for Secure Commerce international company that is 
present in 15 countries. 
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The interest on the company environment security is growing 
due to the increasing need of being aware of the threats that 
weren’t considered important for the companies in the past.  
Nowadays, the concern is protecting the company as a whole 
instead of focusing on one area or difficult areas only.

La resiliencia: nuevo enfoque 
de la seguridad corporativa  

 Portada / Cover
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-
nuidad de sus operaciones y prote-

-

N
owadays, the corporate 
security vision is such sys-
tematic and leads to the 
Business Resilience (Abil-

ity to Adapt and Recover the Busi-
ness).  Regarding this subject, by the 
middle of last year, IBM Global Tech-
nology Services entrusted the Econ-
omist Intelligence Unit consultant 
(from the England company The 
Economist Group) a research called 
“Key trends driving global business 
resilience and risk”, based on a glob-
al survey to high level Executives of 
almost all industries.

According to the authors, the re-
search was about the way the orga-
nizations are using more integrated 
strategies for adapting and recovering 
the business in an uncertain environ-
ment. The document explains that 
Resilience is the companies’ ability to 
adapt to continuous changes of the 
corporate environment. It also states 
that the “resilient companies are ca-
pable of maintaining its operations’ 
continuity and protecting its market 
shares from difficulties, such as natu-
ral or humanitarian disasters.” 

Moreover, it makes the differ-
ence between the planning in the 
resilience market and in the Enter-
prise Risk Management (ERM), indi-
cating that the first one is the more 
appropriate to improve the ability 
of benefiting from the opportunities 

RESILIENCE: A NEW APPROACH 
TO CORPORATE SECURITY.
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dades generadas por eventos in-
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corporativa de inculcar la concien-

El estudio 
-

-
-

generated by unexpected events. 
Other difference is that the ERM 
can be implemented as a manage-
ment capacity, while an integrated 
strategy of resilience for the busi-
ness needs the engagement of each 
company’s element, which leads to 
a change on the corporate culture 
of instilling the risk awareness.

The research  
According to the IBM research, 

the organizations are adapting to a 
more difficult global environment, 
with a holistic focus on planning 
for adaptation and recovery of busi-
ness in unexpected events. As we 
know, philosophic holism proposes 
that all properties of a given sys-

-

-

-
-

-

-

-

-

-

-
-

-

-

-
-
-

-
-

-

-

In the past, the risk management was based on 

the risk transfer (through insurances or other finan-

cial products) and the business continuity was in 

charge of keeping the organization working dur-

ing a crisis. As of 1980 decade, some companies 

began developing programs for the Enterprise Risk 

Management (ERM) based on “risk situations” con-

ceptualized by Gustav Hamilton, Risk Manager of 

Sweden’s Statsföretag AB, from Sweden. The objec-

tive was to join several risk management activities, 

such as identification, evaluation, control, supervi-

sion financing and communication in a continuous 

process. In some cases, however, every element con-

tinued operating in “silos” within the organizations.  

The beginning of the 2008 economic recession 

led to a new interest on the risk management by 

using new integral approaches in which the risk 

management was linked to every decision. Nowa-

days, the leading organizations are improving these 

subjects and developing resilience strategies in all 

the company. They try to have a quick ability to face 

all kind of unexpected events (opportunities and 

threats) and it becomes a corporative culture. That 

is, a corporate flexible strategy that involves all the 

organization.  

La evolución del concepto / The definition evolution  
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tem as a whole (such as biological, 
chemical, social, economic, etc) 
must determine how the parts be-
have instead of being explained by 
the parts themselves.   

The document also indicates 
that the traditional plan of busi-
ness continuity, with a strong ap-
proach to Information Technology 
(IT), still being in force despite the 
fact it has become part of a wide 
scene because the Executives are 
taking into account the risk man-
agement in all areas of the compa-
ny. Thus, in order to guarantee the 
business resilience, the companies 
are moving forward to a manage-
ment process that considers all 
kind of risks the company can face. 
It also covers all risk management 
aspects, since its identification un-
til its mitigation. 

According to researches, more 
companies will adopt a more holis-
tic approach to risk management 
in the next three years due to the 
increasing uncertainty it can face. 
According to the survey, up to the 
middle of 2011, 37% of companies 
have implemented a resilience 
strategy, but the 42% of them indi-
cated that they will do it during the 
next three years. Almost 64% indi-
cated that they have a continuity 
plan of business and the 58% has 
contingency plans to face several 
risks.

The research also states that 
the largest companies are more ca-
pable than the small ones to have 
an integrated strategy because the 
size increases the organizational 
risk. Furthermore, the 40% indi-
cated that business continuity is an 

-

-

-

-
gia de resilience en toda la organi-

tener un plan de continuidad de 

-

-

-

-

la continuidad del negocio es ante 
-

-

-

Resiliencia,

según el Diccionario 

de la Real Academia 

de la Lengua Española: 

“Capacidad humana de 

asumir con flexibilidad 

situaciones límite y 

sobreponerse a ellas”.

According to the 

Royal Spanish 

Academy, ‘resilience’ 

is the human ability 

to assume difficult 

situations and to cope 

with them.   

IT’s matter. However, regarding the 
main concern on risk management, 
the 47% is worried about the disas-
ters recovery; the 37% are concerned 
about the IT security and the28% 
about the standards fulfillment.  

Thus, most of them has begun 
facing the biggest risks by lead-
ing its actions to communication 
subjects and training programs de-
signed for a resilience culture that 
adopts global approaches for the 
next three years. 

Furthermore, the resilience busi-

ness planning involves more spe-
cialists from all the organization. 
However, the Chief Information 
Officers (CIO) and IT profession-
als are still being the most impor-
tant of the company. During the 
research, the Executives empha-
sized that the risk management 
must involve all the organiza-
tion. Thus, a culture that involves 
responsibility of the risk man-
agement in all levels allows the 
companies to face unexpected 
changes and situations.  Regard-
ing this matter, the 60% consider 
that business resilience is a re-
sponsibility of all C-level Execu-
tives (In the Anglo-Saxon culture, 
C means ‘Chief ’, the first level).

However, as information 
technology (IT) gets increasingly 
into the company’s activities, 
the CIOs and IT professionals 
are still being the key authors 
for the foundations of a resilient 
organization. They get more in-
volved in most of the corporate 
risk decisions. In the survey, the 
56% stated that CIOs cooperate 
with the IT professionals more 
frequently than 3 years ago. At 
the same time, the IT’s tasks have 
become more complicated than 
before. Most of the polled people 
stated that security applications 
and data (85%), data protection 
(79%), security infrastructure 
(77%), security management 
(75%), access and identification 
management (74%) and approv-
al management (69%) are strate-
gies for a better management of 
the organizational risks.
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Participation of all the company
On June 2011, The Economist 

Intelligence Unit made a survey 
for IBM. It stated that the Execu-
tives are more involved in the 
management of all company’s 
risks. Only the 30% stated not to 
have a formal risk administra-
tion compared to the 42% of a 
survey made in 2010 to IT Execu-
tives. This indicates that the ap-
proaches to risk management are 
developing quickly. According to 
the 2010 survey, the trend of an 
increasing holistic approach to 
the integral risk management is 
no longer within the IT’s tasks, but 
it is spreading through all the or-
ganization. 

This trend has become more 
important due to the increasing 
sense of a less predictable cor-
porate environment. Companies 
must be better prepared for unex-
pected events, such as economic 
changes and natural disasters, 
through competence actions and 
regulating authorities as well as 
criminal activities. 

As a result, the stakeholders 
of the company’s management 
are requiring the high Executives 
to increase their functions on risk 
management. The companies are 
increasing expectations to show 
that they are dealing proactively 
with the risk management and 
almost all annual reports include 
a risk management section. The 
regulating entities, stock markets 
and even the credit rating agen-
cies are also looking forward to 
increase the Executives’ responsi-
bilities for the risk management. 

Other cause of the advance on 
integral risk management is the 
increasing interconnection be-
tween the different types of risks. 
High experienced and capable 
Executives of financial matters 
indicate that risk management 
on financial services is not a new 
subject.  What is new is the need 
of a better understanding of inter-
actions between the different risk 
areas because they have become 
interdependent, that is, a risk can 
lead into another unexpected 
thing. 
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T
-

-

-

-

otros desarrollados con operaciones 

el contenido de sus nuevas concep-
ciones y estrategias corporativas con 

protocolos de seguridad operativos 
-

Nuevo paradigma

personal de vigilancia y cuidado de 
-

tuidos por personas con una concep-

-
-

-

-
-

-

A
s stated by the resilience 
definition, nowadays, the-
re is a wide range of risks 
affecting businesses. The 

organizations aware of this situa-
tion are more prepared to handle the 
security of an organization. 

Although this development is 
made especially in North America 
and Europe, the companies from 
these and other developed coun-
tries with presence in the developing 
countries take these corporate stra-
tegies and transmit them toward the 
local companies. Thus, this process 
is mandatory since many operatio-

nal security standards and proto-
cols must be accomplished by the 
suppliers or shareholders of such 
companies.  

New paradigm
The Security Executives educa-

ted by military entities and whose 
responsibility was to lead the sur-
veillance staff and to take care of 
the facilities, are being replaced by 
other people with a wider security 
perception and vision regarding the 
business world. 

The presence of several risks and 
new threats affecting the companies 

 Portada / Cover
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CORPORATE SECURITY MANAGER PROFILE  

Corporate Security Manager Profile is changing quickly and 
significantly due to the increasing need of a more systematic 
and professional management of security. 



Portada / Cover   

need to be managed by open-min-
ded people with knowledge on bu-
sinesses and current, potential and 
future relations with them as well as 
special abilities. 

The smuggling, drug trafficking, 
fraud, corruption, money launde-
ring, information security, business 
continuity, crisis management, se-
curity culture and others require the 
organization to adopt a holistic ap-
proach to the risk management.  

According to the Brazilian Con-
sultant company “Control Risks”, 
the commercial pressures on opera-
ting in difficult environments have 
helped to change the perception of 
the corporate security, from being a 
difficult and expensive task to faci-
litating businesses and generating 
added value. From being an internal 
“police officer” to helping the orga-
nization to take risks and maximize 
opportunities. 

In Latin America 
In Brazil, the companies look for 

Security Executives that know the 
company’s industry (specially the 
‘business of doing businesses’) and 

the wide range of risks affecting 
businesses (companies looking for 
generalists and professionals with 
wide knowledge and experience 
rather than Experts of sectors).

Moreover, companies require 
Security Executives to have the abi-
lity of being convincing on its own 
opinions regarding security in order 
to promote this job through all the 
organization as well as the ability to 
align the security department tasks 
with the company’s objectives.  

According to Allan J. Behul, Secu-
rity Specialist in Mexico, the corpo-
rate security programs are changing 
significantly. According to him, the 
current Security Managers (around 
50 years-old officers) are retiring, 
especially those who come from 
military or policy entities and de-
velop security programs based on 
previous experience without or few 
backgrounds on the business world. 
Most of them have had difficulties in 
being accepted as business profes-
sionals and leaders of the managing 
function within the corporation. 

In the past, Human Resources 
used to hire former soldiers or poli-
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cies as Security Executives without 
considering its corporate experien-
ce. It was enough for the employee 
to have operational experience 
without understanding the internal 
mechanisms of the company and 
to have the ability to communica-
te with other corporate divisions 
abroad without understanding the 
“business know-how”.  Such expe-
rience is strongly necessary for the 
position, but it doesn’t define the Se-
curity Executive position nowadays.  

The new profile for such position 
requires training on security matters 
accredited by certifications, speciali-
zed training and/or certificates; bu-
siness administration and business 
management degrees; knowledge 
on more than one language; deep 
understanding and pragmatic 
application of “Business Continuity” 
and “Crisis & Risk Management”. 

The Security Executive’s respon-
sibility is to integrate with the KPI’s 
(Key Performance Indicators) and/or 
his SC (Balanced Scorecard) or any 
equivalent method to measure the 
company’s activities. 

In the past, this position used to 

work with the usual security affairs 
only, without interacting with the 
main Directors of the company. 
Nowadays, it is crucial for this posi-
tion to have an open communica-
tion with the Directors. Moreover, 
the Directors must have up-to-date 
and reliable information regarding 
local and national security matters 
with potential effects on the com-
pany.   

The Security Officer’s objective 
is to show the Director how to deal 
with the reported risks instead of 
avoiding risks only, which can be 
a competitive advantageous. The 
questions to be made are the fo-
llowing: ¿Does the Security Officer 
have any indicator that warns him 
about negative behavior of the em-
ployees and/or suppliers? ¿Is there 
any communication line with the 
corporate security department of 
the international headquarters?  

Mr. Héctor R. Torres, Mexican 
Security Columnist, also states that 
a Corporate Security Manager must 
have business abilities and interper-
sonal relations. A Security Manager 
cannot be successful without the ad-

ministration, communication, stra-
tegy, collaboration and problems 
solutions abilities.

He stated: “Nowadays, appli-
cants must be able to align the cor-
porate security with the corporate 
needs”. Applicants must be able to 
contribute to the corporation with a 
business overview instead of being 
security experts. Furthermore, they 
must have the interpersonal rela-
tions abilities to act in all corporate 
levels in order to create a collabora-
tion and teamwork environment.   

 Applicants must be professionally 
updated because the security threats 
change and appear new ones. A Secu-
rity Manager that focuses on security 
only instead of facilitating other bu-
siness processes will not be the ideal 
applicant that can satisfy the corpora-
tion needs. We look for a Manager to 
be a business leader and then a securi-
ty professional. 

In North America  
On March, Apple was looking 

for a Corporate Security Manager 
in Santa Clara Valley – California, 
USA.  The job description was the 
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de seguridad corporativa con las 
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para trastocar todos los niveles de 
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En Norteamérica 

un candidato para gerente de segu-
ridad corporativa para su sede en el 

-

“Los ejecutivos de 

seguridad que se formaron 

en los cuerpos militares 

y cuya responsabilidad 

era dirigir el personal de 

vigilancia y cuidado de las 

instalaciones, están siendo 

sustituidos…” 

“The Security Executives 

educated by military 

entities and whose 

responsibility was to 

lead the surveillance 

staff and to take care of 

the facilities, are being 

replaced by…” 

-

punto de contacto para las unidades 

contratar los servicios de vigilancia 
y otros servicios de acuerdo con los 

-

-
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pulse los servicios de seguridad entre 

-
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“A diferencia de antes, en que el puesto se movía 

en su propio microcosmos, atendiendo los temas 

de seguridad cotidianos, (…) hoy es de suma 

importancia que dicho cargo tenga un canal de 

comunicación abierto con el directorio.” 

“In the past, this position used to handle with the 
usual security affairs only, without interacting 
with the main Directors of the company. 
Nowadays, it is crucial for this position to have 
an open communication with the Directors.”  

following: to be a Leader for the 
Global Security Group – GS, the bu-
siness branches and its affiliates, to 
take surveillance services and other 
services according to the supervi-
sion security programs and special 
projects. 

Moreover, it asked for an appli-
cant to manage other security equi-
pment, such as the communication 
center. Also, the Manager must 
have strong interpersonal relations, 
organization capacity and security. 
He must be an enthusiastic leader 
that motivates the security services 
among different groups. He also 
states: “The customer service is a 
key element for this job position”

Among the applicant’s responsi-
bilities, we have the following: po-
licies execution and development 
along with the corporate logistics, 
tools and marketing along with the 
company’s product management, 
ability to elaborate and execute de-
tailed security plans for some sen-
sible places in the area, ability to 
work with the company’s logistics, 
to fulfill the security requirements 
and agreements protocols, standard 
operational proceedings and speci-
fications along with global security 
protocols.  

Other requirements for the lo-
gistic business are the following: 
the development and implementa-
tion of protocols for the new pro-
ducts transportation without noti-
ce and to supervise the warehouses 

audits and distribution centers as 
well as the internal and external 
support. Finally, it requires to make 
researches and to suggest security 
improvements for every business 
unit. 

By the other side, Janco Asso-
ciates, Inc. (a consultant company 
focused on information system 
management located at Nevada) 
indicates that the job offer “Chief 
Security Officer (CSO)” was direc-
ted to a responsible for the compu-
ter security in the IT Department. 
Nowadays, many companies use 
this job term, but the current use 
refers to the leader of the “company 
security” whose functions include 
the physical security as well as the 
employees, facilities and assets se-
curity. This person must have a title 
as Vice-President or Director of Cor-
porate Security.   

The company states that the 
CSO is the responsible for the digital 
and physical integral security of the 
organization. He must participate 
deeply in the business continuity 
planning, loss prevention and fight 
against fraud and privacy. He must 
supervise and coordinate the secu-
rity efforts through all the company, 
including IT, human resources, com-
munications, facilities and team ma-
nagement, in order to identify the 
security standards. He must colla-
borate with the Information Director 
and must have practical knowledge 
of the IT.   
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On February 9th, the Counter-terrorism Strategy of Canada was proposed through a docu-
ment called “Building Resilience against Terrorism.”

La resiliencia 
aplicada 
también a planes 
antiterroristas 
RESILIENCE 
ALSO APPLIED TO 
COUNTER-
TERRORISM PLANS

C
-

tulo de la estrategia ca-

-

-

-

-

-

-

-

-
nal y la seguridad de sus ciudada-

-

-
-

-

-

-

Seis principios 

-

-

-

-

-

A
s we can see in the title of the 
Canadian Strategy, the resil-
ience definition is one of its 
priorities. The document points 

out the attempt in 1985 against the Air 
India Flight 182 that caused 329 deaths 
(280 Canadian people) as one of the 
most important terrorism facts that mo-
tivate the implementation of the coun-
ter-terrorism strategy. It also mentions 
the bombing attempt against Flight 253 
of Northwest Airlines in 2004. 

The Canadian Government points 
out the threats that can appear from 
different directions and they cannot 
allow indulgence of a complex and 
changeable threat. With the proposal 
of this plan, Canada wants to fight 
against this global threat. 

The Government’s objective is to 
guarantee the national security of 
not only the Federal Government, but 
also of all the Canadian society as the 
key to guarantee security. Vice Toews, 
Minister of Public Security, stated: 
“We can reach our objectives through 
working along with our international 
partners and the cooperation of all 
the Government levels and the civil so-
ciety. I strongly believe in our common 
interest on understanding the terror-
ism threat and the strategy to face it.” 
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Sus elementos 
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-

resiliente a la narrativa y al discur-
-
-

con socios internacionales en el 

-
tar las actividades de individuos y 
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-
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Six Principles  
There are six basic principles 

of the Canadian strategy. The first 
one refers to the resilience con-
struction of being able to mitigate 
the attempt’s effects and to recover 
as soon as possible (to adapt and 
recover). The second principle re-
fers to the terrorism persecution; 
the third one is about the law com-
pliance, the fourth one refers to 
the cooperation and support of the 
federal, provincial and local lev-
els besides the participation of all 
non-governmental associations, 
citizens, organizations and part-
ners. The fifth principle is the sta-
bility of the used methods by not 
interfering in the common life and 
considering other rights. 

The sixth principle is the flex-
ibility and adaptation on threat 
changes, for example, from the 
cybernetic to the physical field, 
among the synergies between 
them, the terrorism and organized 

crime, and the social evolution of 
technologies (social-politic cy-
beractivism and hacktivism) that 
requires a continuous process of 
technology study and reflection 
based on analysis and perspec-
tive of security, organizational, 
legal and technical models to face 
threats.  

Its elements  
Prevention: The objective is to 

prevent the individuals’ radicaliza-
tion and make a resilient society 
by working with individuals and 
communities in order to eliminate 
the violent extremism and work 
with the international partners in 
the frame of the United Nations 
Global Counter-Terrorism Strategy 
in 2006. 

Detection: The objective is to 
detect the activities of individuals 
and organizations that could be 
a terrorism threat, by the gather-
ing information made by public 
entities competent at this matter. 
It also refers to the intelligence of 
images, economic and financial in-
telligence and control of limits.   

Refusal: The objective is to avoid 
that terrorists obtain the means of 
accessing to opportunities to handle 
their actions, to materialize external 
abilities, to control weapons, to reduce 
transport systems, among others and 
to persecute people involved in terror-
ism.  

Action:  The objective is to act 
in a quick and organized manner 
to the terrorism activities and miti-
gate their effects with the purpose 
of guarantee the normal activity of 
the main institutions, infrastruc-
ture maintenance and Govern-
ment leadership through an effec-
tive communication. 

Future: The Cabinet Commit-
tee on National Security founded 
in 2011 is the responsible entity to 
indicate the strategic security di-
rection by defending the Canadian 
people’s interest and to supervise 
the activities. The Cabinet Commit-
tee on National Security is respon-
sible for the checking, maintenance, 
coordination and development of 
the established strategy by previous 
consultation to the Foreign Affairs. 
The authorities are committed to 
submit an annual report to the Ca-
nadian population to inform about 
the threat evolution.  

-

de perseguir a las personas invo-

-
-
-

de asegurar la continuidad de las 
-

-

-
-

-
-

desarrollo de la estrategia esta-
-

anual a los canadienses para in-
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De acuerdo a estudios de Cisco, Symantec e IBM 

In accordance with Cisco, Symantec and IBM research 

Situación de la seguridad
corporativa en 2011 
CORPORATE SECURITY SITUATION IN 2011

-

-

-

-

-

Medidas recomendadas 

-

-

-
-

-

-

-

-

T
he increasing influence of consumption devices at work-
places, exponential growing of mobile professionals and 
the presence of the social networks are forcing the orga-
nizations to reorganized its security policies. Moreover, the 

cyber-crime (or new hacktivism) is the most dangerous threat 
because public or private institutions can be attacked by groups 
of anonymous and global hackers.

Thus, the conclusion of the “2011Security Annual Report” of 
Cisco, a leader company of computer networks, concludes that 
the hacktivism and mobility are reorganizing the corporate se-
curity and organizations must find the correct stability among 
the IT policies, users’ education and work tools. 
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Fuerte caída del spam
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Situación de los ciberataques 
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Suggested measures  
Due to the workers’ desire to have 

greater mobility and flexibility to use cor-
porate devices in their lives and vice versa 
(such as tablets, laptops or smart phones), 
Cisco recommends adopting the ‘Bring 
Your Own Device’ strategy, which involves 
protecting networks and data according 
to the way employees access to corporate 
resources, either through their own or the 
companies’ devices.

In this regard, the identity-based so-
lutions must be implemented to control 
devices when accessing the network and 
these devices interact with users and their 
specific roles to manage their automated 
access permissions. Protection of devices, 
through passwords, data encryption and 
remote management options that allow, 
for example, block or erase computer 
data in case of theft or loss, suggested 
measures.

These measures are completed with 
proper users’ training and other mecha-
nisms that can avoid the multiple threats 
of malware and phishing attacks, such 
as intrusion prevention systems with 
real-time analysis and reputation filters 
to detect the content and suspicious ac-
tivities. To face the new hacktivism, it is 
recommendable to protect networks and 
accesses, to have real-time alerts and to 
design plans that involve several areas, 
such as security, operations, legal or com-
munication departments.

 Besides this new reality, the research 
indicates that organizations are still fac-
ing a wide range of malware and multi-
vector attacks for profit reasons, such 
as advanced persistent threats (APTs, 
Advanced Persistent Threats), specialized 
Trojans data theft and kits ready to exploit 
web vulnerabilities.

Strong decrease of spam 
According to Cisco Security Intelli-

gence Operations (SIO), between August 
2010 and November 2011, the volume 
of spam decreased from over 379,000 
million daily messages to about 124,000 
million-level not reached since 2007 – 
causing the spam benefits to decrease 
over 50% per year (from 1,100 million 
registered on June 2010 to 500 million re-
corded on June 2011). In September 2011, 
India has generated the largest volume of 
spam (13.9%), followed by Vietnam (8%) 
and Russia (7.8%).
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Los responsables de seguridad cada vez más importantes  
Increasing importance of the Security Executives  

On May, the IBM company introduced a report called 
"Finding a strategic voice”, about an evaluation made to 
Chief Information Security Officers by the company. The 
evaluation was made to 138 IT Executives from a wide 
range of industries in seven countries.

The research shows that such Executives are taking 
a more proactive and strategic role for the companies’ 
security. Thus, the 25% of people polled recognize the 
importance of their role in the organization due to the 
great responsibility they have for designing the business 
strategy, leaving the traditional technological approach 
in the past.

The research has also classified the Security Execu-
tives in three categories according to their education. 
First, we have the influencers (the 25% of people polled) 
that influence on decisions making within a company 
and are the best prepared and more experienced than 
the others. The other two categories are divided into the 
protectors and those who give answers.

The pressure is increasing for Security Executives. The 
increase of attacks and vulnerabilities are concerning 
the companies. Over the 50% pointed out the mobile 
security as one of the main challenges in the next two 
years; therefore, the 66% expects an increase on preven-
tion budgets. The objective is to prevent possible attacks 
and to be aware for avoiding unexpected situations.  

Based on conclusions obtained from the research, 
IBM states that influencers perceive security as the busi-
ness imperative. In fact, the 60% of the most advanced 
companies consider it as the key issue for meetings. The-
re are companies (the 68% of the most important) that 
create risk committees to face the challenges that may 
arise. 

Moreover, influencers are in charge of making de-
cisions based on data and measures. Finally they are 
responsible of the security budgets along with the ma-
nagement team. The 71% of the most important organi-
zations holds specific security budgets.

Cyberattacks’ situation 
On April, Symantec, the biggest com-

puter security software manufacturer, 
introduced its research called "Internet 
Security Threat Report. 2011 Trends”, 
in which the company stated to have 
blocked over 5,500 million of attacks dur-
ing 2011, representing an increase of 81% 
compared to 2010. It also points out to 
have created 403 million of unique mal-
ware variants.

This research, similar to the “2011Se-
curity Annual Report” of Cisco, points 
out that spam levels have decreased sig-
nificantly and the recent discovered vul-
nerabilities decreased by 20%. However, 
cyber criminals go beyond the spam and 

also use social networks to attack. Due to 
the social engineering techniques and the 
viral nature of social networks, it is much 
easier to spread threats from one person 
to another.

Symantec warns that currently ad-
vanced attacks directed to specific targets 
are spread among any size of organiza-
tions. These attacks rely on social engi-
neering techniques and personalized 
malware to gain unauthorized access to 
personal information.

Although, in the past, attacks were 
directed to the public sector and govern-
mental institutions, they have diversified 
in 2011. In this regard, attacks against 
specific targets are no longer limited to 

large organizations, worldwide, over 50% 
of these attacks are directed to organiza-
tions with less than 2,500 employees, and 
nearly the 18% goes to companies with 
less than 250 employees. Furthermore, 
the mobile vulnerabilities have increased 
93% in 2011.

For Symantec, one of the biggest con-
cerns for the future is the loss of data and 
mobile devices. The most common cause 
of data leakage that could facilitate iden-
tity theft is the loss or theft of a computer 
or other computer equipment that store 
or transmit information, such as a Smart-
phone, a pen drive (memories as a pen) or 
a backup devices.  



"
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José Namihas, Security and Risk Chief from Tecnología de 
Alimentos S.A-Company, talked about politic of corporate 
security which is apply on its company, actually is the largest 
producer of flour and fish oil, globally. 

¿Observa usted que las em-
presas peruanas aplican una 
gestión de riesgo corporati-
vo frente a las amenazas de 

actividades ilícitas en la cadena de 
suministro internacional? ¿Cómo 
explicaría esta gestión en el caso de 
su empresa?  

nacionales se encuentran atravesan-
do un acelerado proceso de especia-

-
gos uno de los puntos claves para el 

-

una de las respectivas unidades de 

-

-

-
-

-
-

-

-

-
-

-

-

proyectos se dio prioridad al rela-

-
-

luaciones de riesgos en todas nues-

-
-

operaciones y la de nuestros terceros 

Do you observe that Peruvian 
companies apply a corporate risk 
management against threatens of 
illicit activities in international chain 
supply? How would you explain this 
based on your company?   

In the last years, national companies 
are facing an accelerated process of spe-
cialization and development of ability 
with respect to processes management, 
being risks management a key point for 
verified organizational change on the 
current business juncture. 

Risks management in TASA im-
plies an analysis process of all the 
areas of the organization, of its ac-
tivities, staff and at the same time, of 
these items, on a physical and social 
environment with proper features on 
each one of the business units. This 
analysis by processes allows identify-
ing vulnerable points or sensitive to be 
vulnerable, regarding to its possibility 
margin and occurrence impact. 

In the case of TASA this analysis 
is ruled under standardized process-
es as: “Risks Management Process”, 
where minimum linings are estab-
lished for an adequate identification 
management and treatment of risks 
on each of our premises. So, under a 
unique process, Physical Security and 
Risks Preventions area participates 
and supervises the identification of 
specific risks, being aware that even 
though the processes of the organi-
zation are the same they have unique 
characteristics making that values of 
identified risks vary and demand dif-
ferentiated treatments. 

Entrevista / Interview

“En TASA, la seguridad es nuestra prioridad”
“IN TASA, SECURITY IS OUR PRIORITY”
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Risks identification matrix, Operational Control format 
and monitoring of fulfillment of mitigation measures are tools 
that also help us in an adequate risks management. 

On the other hand, considering the commitments of 
the Top Management, strategic projects have been estab-
lished, and tracking of monthly report guarantee the ful-
fillment and monitoring of those projects. Among them, 
“Risks Analysis” was prioritize, which, through a project 
schedule, measures the progress on the implementing and 
treatment of risks evaluations in all our nationally units.  

This risks analysis is based on the identification of critical 
points of the principal process of evaluated setting up, risk 
analysis, action suggested for its mitigation and its justifica-
tion for the value aggregated to the organization. Finally it is 
important to say that risk management does not limits the 
study of our operations but the evaluation comprises the rela-
tion among other operations and our associated third parties 
business (suppliers, clients and other interest group).

Many times you have seen in the press that on de-
termined logistic company different quantities of drug 
were confiscate. From your point of view, which factors 
or corporate security items fail so these events occur? 
How must they be solved? 

“La matriz de identificación de riesgos, 

el formato de Control Operacional y el 

seguimiento en el cumplimiento de las 

medidas de mitigación son además, 

herramientas que nos ayudan a una 

adecuada gestión de riesgos”.

“Risks identification matrix, 
Operational Control format 

and monitoring of fulfillment of 
mitigation measures are tools that 

also help us in an adequate risks 
management”.

En muchas ocasiones habrá visto en la prensa que 
en una determinada compañía logística se decomisó 
diversas cantidades de droga. Desde su óptica, ¿Qué 
factores o elementos de seguridad corporativa fallan 
para que se dé un incidente de este tipo? ¿Cómo de-
berían ser remediados?

-
-
-

-
-

An incident results from fails that were not identified 
on time. If companies that does not have their critical 
process identified, security controls will be hardly efficient 
and the investments made will not reduce the risk level. 
On the other hand, people and organizations with illicit 
purposes will take advantage of vulnerability on imple-
mented monitoring and control mechanisms

 An adequate process analysis and identification of 
critical factors let us discover the reason of the process vul-
nerability which is generally linked to the lack of coordina-
tion with other complementing process generating voids 
and the lack of control points. Finally, these security voids 
generate the traceability lost and with it loss of security in 
operations. 

The identification of critical process will be the first 
step for elaborating mitigating activities and establishing 
control point. To that end security management tools will 
be used: Control formats and traceability of the opera-
tions, staff movements, hours of transportation of mer-
chandise, verifications and controls of business associat-
ed, security in transportation of merchandise, control and 
monitoring in route, settling of Closed TV Circuit system in 
critical zones, security agents, verification of its business 
associated, among others. 

Continued on page 18... 
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La administración de riesgos 
corporativos, en tanto un proce-
so, envuelve el compromiso del 

Entrevista / Interview
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personal, desde el presidente del 
directorio de la organización has-
ta el nivel operativo. ¿Cuál es la si-
tuación en el caso de su empresa? 

-
-

-

del gerente general sino de todos 
-

-
caciones internas todos los ad-

-

respectivas unidades de negocio 

-
-
-

Corporate risks management 
commits the whole staff, from the 
Chairman of the Board from the 
Organization up to the operative 
level. What is the situation on your 
company?  

Our General Manager represents 
the System before BASC Organiza-
tion, which evidence a high commit-
ment for physical security and risks 
preventions in our company. The 
review of the management systems 
is made periodically; these meetings 
are attended not only by the General 
Manager but, of all the Company 
Managements. Moreover, it has a 
written and auditable process.

It should be noted that due to 
internal indications all the unit ad-
ministrators are responsible for se-
curity in their respective business 
units and, necessarily, are the in-
ternal auditors certified by BASC. In 
all, TASA has, approximately, 20 in-
ternal auditors among administra-
tors, administrative assistants, qual-
ity chiefs and staff of security area. I 
share with you a slogan we used in 
some internal campaigns “In TASA 
security is our priority”  

-
-

-

-

-
-

TASA is part of BRECA Group, important mul-

tisectoral investor with activities over 100 years 

ago in Perú. TASA is actually the bigger flour and 

oil manufacturer at a global level due to its fleet 

of 50 fishing ships, with last electronic equipment, 

and 13 modern plants, frozen plant and 3.500 co-

workers approximately. 

The company also provides shipyard services 

for building, maintenance and reparation of ships 

and sea instruments. It operates under quality and 

harmlessness standards (HACCP, GMP+B2, IFFO-RS, 

BRC, ISO 9001, HALAL certifications), physical and 

risks security (BASC certification), occupational se-

curity and health (OHSAS 18001) and of prevention 

and minimization of environmental pollution (ISO 

14001 certification). 

In 2011, TASA received four awards from impor-

tant entities as Environmental Ministry, Ministry 

of International Commerce and Tourism, Peruvian 

University of Applied Sciences (UPC) and Perú As-

sociation 202 as innovator company, eco-eficient 

and socially responsible .

La empresa / The Company
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La gestión de riesgo 
corporativo se aprecia 
en las grandes 
empresas exportadoras
THE MANAGEMENT OF 
CORPORATE RISK IS 
APPRECIATE ON THE 
LARGE EXPORTING COMPANIES 

-
-

-

The General Manager from Trabajos Marítimos S.A. Company-
TRAMARSA, Mario Hart, stands as a key factor that commitment 
of a security management system involves from the highest to the 
lowest workstation. “Good example is a fundamental basis for the 
company’s success”, he says.   

 Entrevista / Interview

Éstas expresan cada día mayor preocupación por la seguridad de su carga 

Every day, they are more concerned about the security of its cargo 

¿Observa usted que las em-
presas peruanas aplican una 
gestión de riesgo corporativo 
frente a las amenazas en las ca-

denas logísticas de distribución? 
-

de riesgo corporativo y esto se aprecia 

-

seguridad de su carga en toda la cade-

-

-
-

-

La situación es similar en el caso 
del mercado europeo… 

-

-
-
-

-

Do you observe that Peruvian 

companies apply a corporate risk 

management against threats in 

the supplying logistic chains? 

Our experience allows us to af-

firm that there is an application on 

the corporate risk management and 

this is appreciated in the large ex-

porting companies of our country. 

Every day, they are more concerned 

for the security of their load in all the 

logistic chain of the international 

trade, which is not strange. Let us 

take as example the North American 

Market that has very clear its Govern 

demand against the threats devel-

oped since September 11th, 2001 

are they are adjusted to C-TPAT (Cus-

toms and Trade Partnership Against 

Terrorism) demands.

The counterpart in our country 

for complying these demands and 

verifications that North American 

exporters make to Peruvian export-

ers is ratified with the BASC cer-

tification. This complies with the 

standards required by C-TPAT and 

enforces the compliance of good 

practices on the load traceably 

among all the ones commitments 

in the logistic chain of the interna-

tional trade. 

On the European market the 

situation is similar …

For international trade with the 

European Community, these de-
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-

-

-

-

¿Y en el caso del Perú? 

-

-

-

-
-

-

-
-

¿Qué factores de seguridad cor-
porativa fallan cuando se da una 
incautación de droga en una in-
fraestructura logística? ¿Qué reco-
mienda? 

-
-

-
-

-

presentan las conspiraciones internas 
-

control de ingreso de la carga y espe-
-
-

-
-

-

-

-
-

mands are not strange. Each coun-

try of this Community obliges to 

have customs officer parameters 

collected now a days by OMA, for 

this reason the ports and custom 

services facilitate trading with in-

ternational companies covered in 

ISO 28000 management. Within this 

framework the operator companies 

of Callao Port, as DP World and APM 

Terminals, hold this certification 

that will guarantee the cargo that 

leave by sea. 

When we mention the new func-

tion of OMA (World Trade Organiza-

tion) on the international trade, we 

have to consider the existence of the 

new security management system 

on this movement. This manage-

ment has been included on the Au-

thorized Economic Operator (OEA), 

certification given to all the commit-

ted in the logistic chain of the com-

mercial movement by air or sear and 

that are given by Customs of all the 

signatories’ countries from OMA. 

What about Peru?

Peru is no oblivious to this new 

management system and SUNAT 

– Customs has adopted this initia-

tive that will improve our trade, and 

actually it is being used. In our case, 

it will be called Certified Customer 

User (UAC) which is the same OEA 

recognized by OMA. This certifica-

tion will be the guarantee for all the 

exporters, logistic operators, sea 

and port operators committed, as in 

our case. 

 We consider that these security 

mechanisms which have been im-

plemented and the new demands of 

international market and OMA, are 

forcing the national actors in inter-

national trade to have the mecha-

nisms and guarantees for a secure 

trade and to keep an ensured cap-

tive market demanded by this glo-

balized world. 

Which corporative safety factor 

fails when there is drug seizure on 

a logistic infrastructure? What do 

you suggest? 

It is truth that the media publish-

es regrettable facts of drugs seizure 

but, we have to consider and distin-

“La contraparte en nuestro 

país para cumplir estas 

exigencias y verificaciones 

que hacen los importadores 

norteamericanos a los 

exportadores peruanos, 

queda refrendada con la 

certificación BASC. Ésta 

cumple precisamente con 

los estándares exigidos por 

el CTPAT…”

“In our country, the 
counterpart is restrained 

by BASC certification, 
for complying 

these demands and 
verifications made 
by North American 

importers to Peruvian 
exporters. This 

certification fulfills with 
the regulations required 

by CTPAT…”  
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¿Cuál es el compromiso del personal 
en su compañía con la administración 
de riesgos corporativos? 

-

-
-

-

-

-

-

-

-

   

guish when a company is formal and 

fulfills the security regulations and is 

committed with the crime as a pas-

sive agent; from those companies 

used as a facade for crime. There is 

a third element, when internal con-

spiracy is presented and any com-

pany cannot be apart from these 

risks, despites their good practices. 

We must remember the shrewdness 

and perceptiveness of trafficking or-

ganizations for achieving its goals. 

 This is the constant struggle of the 

companies of good security practices, 

for this reason it is suggested to keep 

their analysis process and control of 

cargo entrance, and speculate about 

its compromising profiles. Constant 

training and coaching of the staff, un-

der supervision and control of all the 

cargo traceably activities manage-

ment, is important too; besides of keep-

ing in force maintenance process and 

staff protection. 

This practice will allow detecting 

internal conspiracies and to promote 

and keep the joint ventures of Secu-

rity and Protection with the authorities, 

unions and corporates committed with 

external trade by sea or air.

-

-

-
-

-

-

-

Trabajos Marítimos S.A. Company – TRAMARSA is 
part of the Holding Central Puertos, a group of compa-
nies of the port business  belonging to Romero Group. 
The company started operating on April the 1st, 1991 
and leads the maritimes and ports business in Perú for 
being the only company that offers the complete set of 
services nationally. 

Moreover, the company operates private port ter-
minals so the companies can leave the port activity to 
a specialized company and devote their efforts to its 
principal business. The provided services are: Bulked 
liquid terminal; maritime tasks (subaquatic and diving 
services); maintenance of buoy terminals; submarine 
maintenance of oil platforms offshore; rescue ships; 
monitoring for class certification; deep sea diving with 
gas mixture; wrapping of platform members; installing 
of impressed current and protection anodes; towing; 
maritime ship agency; pilotage; machinery and equip-
ment rent (temporary storage and arriving point); 
discharge of hydrocarbons; Loading and unloading of 
containerized and non-containerized cargo. 

La empresa / The Company

What is the commitment of the 

staff on its company with the man-

agement of corporate risks?  

A commitment with a security 

management system involves from the 

highest to the lowest workstation, it is 

not only for middle and operational 

levels. Large corporates or organiza-

tions in the world have succeeded and 

achieved their goals because senior 

executives have and are identified with 

the commitment undertaken and are 

an example for their co-workers. Good 

example is a fundamental basis for the 

succeeding of a company. It is a mis-

take not to apply them.  

I will take TRAMARSA as an example 

again. As the general manager I can say 

that we validate our succeed on the iden-

tification and direct and full management 

of the security in all our transferences. For 

this reason, every month, we participate 

on management control meetings and 

analysis of the advances and continuous 

improvements regarding to the security in 

our participation on external trade as mar-

itime and port traders. We are concerned 

about clients and we keep steady the joint 

ventures with Customs, Policy and other 

authorities related to the unions. 



“Operamos en equipo y estamos comprometidos 
con la seguridad de la cadena logística”

“WE WORK AS A TEAM AND WE ARE COMMITTED 
WITH THE LOGISTIC CHAIN SECURITY” 

Entrevista / Interview

-

-

Logística Integral Callao S.A. Company (LICSA) 
is probably the nearest storage terminal from 
Callao port and airport. Fort the Security 
Manager, Luis Marsano Patrón, this is an 
advantage for their clients and for themselves. 

¿Cómo observa la situación 
de la cadena de suministro 
mundial en lo que se refiere 
a controles de seguridad?

-
-

-
-

-

-

-

-

-

-
-

¿Cuál es su opinión respecto a 
los esporádicos hallazgos de mer-
cadería ilícita en centros de alma-
cenaje? 

-

detectado droga dentro de la car-

-

22          

H
ow do you observe the situ-
ation the worldwide supply 
chain, regarding to security 
controls?  

International authorities are em-
phasizing especially on the reception 
controls of import cargo in order to avoid 
becoming a hub port of drug trafficking 
and to be qualified as a port with a risky 
profile. Parallel, the importers does not 
want to be committed in a legal problem 
when its cargo arrives contaminated 
without their involvement on this crime.  

At the beginning of this threaten 
chains are the exporting companies 
from our country and the ones that 
participate on the logistic chain and 
most of them are striving so the export 
cargo is dispatched safely.

This is accomplished through a risk 
management politic which is reflected 
on actions as: customized controls, staff 
training, videos, photographs, weight and 
measures control, evaluation of the export-
ers and cargo risk profile, and high secu-



 Entrevista / Interview

-
-

-
ciones del proceso legal y no verse 

-
-

El compromiso por la seguri-
dad en las operaciones de la em-
presa corresponde a todo el equi-
po laboral de todos los niveles. 
¿Cuál es el caso de su empresa?

-

-

-
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“En oportunidades 

nos enteramos que en 

algún almacén se ha 

detectado droga dentro 

de la carga, pero en la 

mayoría de los casos 

el contenedor llegó 

lleno y sellado desde 

el local del cliente, no 

teniendo el almacén 

responsabilidad 

alguna…”

“Sometimes we heard 

that drug inside the 

cargo has been detected 

but, in most of the cases 

the container arrives 

filled and sealed from 

the client’s business, not 

being the warehouse 

responsible of…”

-

-

Since its entrance to the market, in 1996, and with the 
boost of Peruvian private assets, Logística Integral Callao 
S.A-Company (LICSA) provides services that cover the se-
curity, experience and efficiency necessities in the logistic 
chain. Its facilities of 130.000 per square meter are just 1, 
5 Km from Callao port and 2,0 Km from the airport, with 
Access to the railroad. These features allow saving money 
and Speedy and make it the nearest Maritime Storage 
Terminal to the port, with security on its transportations. 
The company provides also the Authorized Customized 
Deposit and General Managers. 

La empresa  / The company

rity seals. These measurements prevent the 
crime to contaminate a legal cargo during 
the different stages of the logistic chain.  

  
What do you think regarding to 

occasional findings of unlawful mer-
chandise in storage centers?  

Sometimes we heard that drug inside 
the cargo has been detected but, in most 
of the cases the container arrives filled and 
sealed from the client’s business, not being 
the warehouse responsible, especially after 
telling its suspicions to the authorities. 

 In order to contribute with the inves-
tigations of the legal process and not be-
ing involved, the warehouse must have 
enough files, right and specifics about 
the legality of the logistic process, giv-
ing to the authorities the documented 
traceably and all the facilities for the in-
vestigation on their locations. 

The commitment for the security on 
the operations of the company corre-
sponds to all the labor team from all the 
levels. What happens in your company? 

 I can say based on the company I 
work in, where we are a team and are all 
committed with the security of the logistic 
chain, having the facilities and implemen-
tation given by the top management. We 
will continue updating us, regarding to the 
necessities. Based on the monthly meet-
ings we have with the security executives 
of the Maritime Storage Terminals, I can 
notice that its companies have the same 

commitment. 
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Mantener al personal crítico 
constantemente evaluado 
para minimizar el riesgo 
TO EVALUATE CONSTANTLY THE 
CRITICAL STAFF FOR MINIMIZING 
THE RISK 

-

This is an important process that has worked on Terminal Inter-
nacional del Sur A.A. Company-TISUR. Erick Hein, General Mana-
ger, stands it out on the success of his politic of risks management.

¿Considera que en el Perú 
la gestión de riesgo es una 
práctica común en las em-
presas? ¿Cuál es la situación 

en su empresa?
 

-

-

-
-

-

-

¿Qué factores o elementos 

de seguridad corporativa fallan 

cuando se da un incidente de ha-

llazgo de estupefacientes en una 

empresa? ¿Cómo remediarlos?

-

-

Entrevista / Interview

-

-
-
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-

-

-

-

-

-

Terminal Internacional del Sur S.A.company–TI-

SUR is a company from Romero Group and the con-

cessionaire of Matarani Port Terminal since 1999, 

for building, maintenance and exploitation of port 

infrastructure. 

The qualified and specialized staff, infrastruc-

ture and equipment allow it to manage larges and 

different cargo volumes. Is the strategic ally for large 

projects, it operates every cargo type with efficiency 

and security reaching high-performance. The expe-

rience and professionalism of its staff makes that 

each of its operations, in and out the ship, are to-

tally controlled and guarantee. 

TISUR economical and financial influence on 

the region where it operates has been decisive for 

trade and business development, making it up on 

one of the first labor sources and related activities. 

La empresa / The company

D
o you consider that in Perú 
the risk management is a 
common practice in the 
companies? Which is the 

situation in your company? 

We consider that Peruvian compa-
nies apply a risk management. The im-
portant thing is to identify the principal 

 Entrevista / Interview

¿Cuál piensa es el nivel de con-
ciencia del empresariado nacional 
respecto a la administración de ries-
gos corporativos? 

-

conciencia respecto a la seguridad y 

consecuencia de todo el personal para 
-

   

risk threatens, and based on a risk eval-
uation develop documented operative 
processes that warrant that all the in-
volved staff is trained and sensitized on 
the development of its activities. 

Another important point is to 
evaluate constantly the critical staff for 
minimizing the risk of being involved 
on unlawful activities. In the case of TI-
SUR due to the implantation and main-
tenance of an Integrated Management 
System, which includes six internation-
al certifications (ISO 9001, ISO 14001, 
OHSAS 18001, BASC, PBIP Code, Guar-
antee Mark) and in ISO 28000 certifica-
tion process, has enabled us to provide 
a quality service responsible with the 
environment and minimizing the staff’s 
labor, infrastructure and equipment 
risk; wherewith we guarantee an ad-
equate flow in all the supplies chain.  

Which factors or corporate se-
curity elements fail when narcot-

ics are found on a company? How 
is it repair?  

The principal factor clearly is the 
absence of operative process and that 
the staff which interacts in the chain 
is not duly trained neither sensitized 
against threatens and risks exposed.  
This is solved through the development 
of the documented operative process 
and awareness and permanent moni-
toring of the staff. 

In your opinion, which is the level 
of awareness of the national busi-
ness regarding to the corporate risks 
management? 

We think that the Peruvian business 
market is being more conscious about 
the security and protection in their pro-
cesses. In the case of TISUR, the top man-
agement and consequently all the staff 
have committed themselves to guaran-
tee an effective security management.   



TECNOLÓGICA DE ALIMENTOS S.A. / SECTOR PESQUERO

-

-

-
-

TRABAJOS MARÍTIMOS S.A.  / OPERACIONES PORTUARIAS

-

TERMINAL INTERNACIONAL DEL SUR S.A. / TERMINAL PORTUARIO

-

LOGÍSTICA INTEGRAL CALLAO S.A. / LOGÍSTICA

-
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Entrevista / Interview

¿Qué dicen las empresas?

 Los costos y beneficios 
de la seguridad corporativa 
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TECNOLÓGICA DE ALIMENTOS S.A.  / FISHING INDUSTRY

-
-

TRABAJOS MARÍTIMOS S.A. / PORT OPERATIONS

-

TERMINAL INTERNACIONAL DEL SUR S.A. / PORT TERMINAL

LOGÍSTICA INTEGRAL CALLAO S.A. / LOGISTIC

-

 Entrevista / Interview

What is the opinion of the companies?

COSTS AND BENEFITS OF
CORPORATE SECURITY 
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El transporte terrestre de carga 
a nivel regional  
CARGO ROAD TRANSPORT AT A 
REGIONAL LEVEL.   

-

nisterio de Transportes y 

-

-

-

-

-

-

-

-

-

-

-

R
egarding to numbers of 

the Ministry of Transports 

and Communications 

(MTC), the vehicle fleet 

of cargo transport companies, 

among trucks, tow trucks and trail-

ers and semi-trailers until the last 

year, was 152.597 units. In 202, it 

was 23.912 units. It will be inter-

esting to meet which quantities of 

those vehicles operate as part of 

the logistic chain of Peruvian ex-

ternal trade. 

Related to this point, accord-

ing to the Spanish Confederation 

of Business Organizations (CEOE) 

in the European Union (UE), the 

road has moved from transporting 

the 5, 6 per cent of exports and im-

ports during 1975, to transport 27 

per cent of them in 2009. 

Because of the importance 

of knowing this information, the 

specialists ensure that in Perú it 

is important to make an study of 

characterization of transport and 

logistics sector, that will allow 

-
-
-

The principal users of cargo transport services by road are expor-
ters and importers companies that spread their products natio-
nally, as well as the producing and marketing companies that 
move their products from production area to usage locations. 

Al día / Up to date

-

-

-
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 Al día / Up to date

-

-

-

-

-

-

-

-

-

-

Problemática 
-

-

-

-

-

-

-

-

-

meeting the participating actors, 

the companies that form it, its size, 

the principal activity areas of the 

clients, the brokering level, etc., as 

well as to define which is the logis-

tic market, who have outsourced 

its logistics, understand and divide 

the market, analyze trends and 

put the sector within the economy. 

This radiography will lead a bet-

ter treatment for solving problems 

that affect this important sector. 

In external trade, specifically, 

road transport links production 

facilities with ports and/or air-

ports shipping of products that 

will be exported for making easy 

the spreading of them from the im-

porting country to the final places. 

It is not difficult to perceive the po-

sition of products transportation 

in truck as a strategic link in the 

integral logistic system. 

In accordance to the Intermo-

dal Transport Plan (MTC, 2005) 

about the cargo movement on 

the Peruvian transport system, 

the road transport participates in 

a 73,8 per cent. This high index is 

because of its adaptability com-

bining development items: speedy, 

competitive cost, roads flexibility, 

good geographical cover and door 

to door service.  

Problem area

However, this area still has a 

complex problem because of the 

oversupply, fleet age, unreliability 

and non-professionalism, among 

others. Meanwhile, this situation 

is typical in the region countries as 

well as in developed countries as 

Europe. 

 Regarding to an analysis of Chile 

University, spread in 2012, cargo 

transport in that country is one of the 

sectors the most fragmented, overdue 

and a little official. Its participation in 

the total cargo movement is 86 per 

cent and is a recent professionaliza-

tion industry and very fragmented 

(similar to Perú, where 80 per cent of 

the owners does not have more than 

2 units). 

The study shows that in accor-

dance to the unique existent reg-

ister, made by the Central Bank, in 

2003; there are 39.000 transport 

companies, of which approxi-

mately 30.000 are informal com-

panies. At least 70% of the com-

panies have a truck. This sector 

has important problems, as well 

as economics as works, one of the 

reasons is the Government action 

without enough information when 

legislating, shows the study. 

Regarding to the unreliability, 

in accordance to the Central Bank 

from Chile, around 75% of transport 

companies are unreliable, so they 

are not subject to legislation. More-

over, the sector of cargo transport 

does not have a census indicating 

which one are, or what do they do 

neither in which situation trucks 

and companies are. 

-

-

-

-

-

-

-

-

-

de transporte se encuentran en si-

-

-

-
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-

-

-

-

-

-

-

-

-

-

-

-

-

-

-

-

adecuarse al nivel de desarrollo in-

-

-

vital para dar adecuado soporte 

-

-

-

-

-

-

-

-

 

In accordance to Argentina Indus-

trial Union (UIA), in that country trans-

portation by truck faces the follow-

ing problems: congestion near ports, 

damaged network due to overload of 

trucks because the lack of controls, 

problems in road intersections, steals, 

accidents, environmental pollution 

and antiquity of vehicle fleet.

In the case of Colombia, accord-

ing to Dinero magazine, this sector is 

in crisis many years ago. The maga-

zine mentions the report Doing Busi-

ness for stating that while in an OECD 

(English acronyms for Organization 

for Economic Cooperation and Devel-

opment) country the average cost for 

exporting a container is 1.089 dollars 

and in Latin America is 1.243 dollars, 

 Al día / Up to date

in Colombia is more than 1.700 dol-

lars. This is again the lack of informa-

tion of the sector. “What is not mea-

sured is not controlled” the magazine 

notes, mentioning Andrés Baquero, 

researcher of the Logistic Investiga-

tion Latin-American Center. 

This occurs even though in that 

country exists a transport costs index, 

a study about the national logistic 

platform made by DNP 4 years ago 

and a national logistic survey from 

2008. But the actual conditions of 

cargo traffic are poorly known. This 

is again the formalization and frag-

menting problem. 

Generally speaking, Latin American 

situation is similar: poor formalization, 

little use of technology and low level of 

professionalism of the drivers. There is 

permanent stress among companies of 

high level of technologic-logistic devel-

opment, as in Brasil, which has success-

fully adapted to the industrial develop-

ment level of the country, and those, 

that have never even been recognized 

by the authority.   

But the importance of the sector is 

indubitable. United Nations Centre for 

Regional Development (UNCRD) and 

Inter-American Development Bank 

(BID), in June 2011, spread Sustainable 

Transportation for Latin America: Cur-

rent Situation and Perspectives study, 

which states that transportation is im-

portant for an adequate support to the 

rapid and dynamic economical-social 

development of Latin America but, cur-

rent standard and trends are not. “There 

is concentration of supply and demand 

of transportation services of road cargo: 

More than 80 per cent of the tons are 

transported by truck; there are less than 

10km of railroad by each 100km of road; 

and the river and lake transportation 

and cabotage are not so important” 

says the document. 

 A different situation occurs in Eu-

ropean Union countries, as in Spain, 

where this problem was faced about 

a decade ago and the solution was to 

professionalize the sector. This entailed 

an equipment modernization plan of 

the fleet control, drivers’ professional-

ism and a development program that 

will allow formalized minor companies 

to work near large companies. 
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Política de seguridad 
implementada 

-

-

inopinadas a nuestras unidades y con-
-

tantes capacitaciones a nuestro perso-

-

-

-

-

controles nuestros niveles de acciden-

Politic of implemented security
Aurelio Palacios Mc Bridge, General 

Manager of TRITON TRANSPORTS, based 
on the politic cargo security its company 
has implemented, says that it has the 
BASC certification, “that is why we work 
according to their lineaments which in-
spect unexpectedly, our units and drivers. 
We also provide continuous training to 
our drivers in different matters as, defen-
sive driving, safety driving, prevention of 
illegal drug trafficking, smuggling, etc.” 
he says.  

On the other hand, the company 
has defined processes for cargo loading, 
monitoring of roads, monitoring of units, 
Security Annual Plan and Occupational 

El transporte terrestre 
de carga en el Perú 
CARGO ROAD 
TRANSPORTATION IN PERÚ 

-
-

Executives of the companies which perform this activity offer an 
approach of the real situation of cargo transportation sector
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  Al día / Up to date

Health for High-Risk Operations, Annual 
Plan Training, Security Regulation and 
studies for each transportation route. 

“Our regulations for the equipping of 
our trucks and drivers is too high and we 
try to have the best equipment for each 
developed task so, supported by our pro-
cesses and controls, our level in route ac-
cidents is zero” he adds. 

In the case of RANSA, the Manager of 
Transportations Division of the said com-
pany, Jorge Dubbins Doberti, says that, as 
an organization that is part of the supply 
chain of international trade, they are con-
scious that in the last years, security has 
positioned itself not as an added value 
but as a factor of competitiveness; for this 
reason it is unavoidable for them to adopt 
security as part of companies manage-
ment. 

On that sense, he specifies that “RAN-
SA” has the security politics and controls 
that must be done for minimizing the risks 
for our workers, suppliers, shareholders 
and clients defined; maintaining safety 
premises and establishing controls in all 
our activities, in order to prevent unpleas-
ant situations” 

GRUPO TRANSPESA SAC-Company, 
express through Carlos Enrique Pesantes, 
its general manager, that it offers custom-
ized attention with standards of secu-
rity and control, satisfying their necessities 
and expectations, that is the reason why 
they promote a safety work environment, 
free of risks, violence, illegal practices and 
preventing occupational lesions and dis-
eases from their co-workers. 

As part of the timely supply of cargo 
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transportation solutions that add value 
to their clients’ activity, they implement 
control programs, simulations, inspection 
to installations, equipment and tools, in 
order to provide safety conditions on the 
development of their activities. Moreover, 
collaborates with the security of the in-
ternational logistic chain warning about 
illegal activities as trafficking, terrorisms, 
smuggling and money-laundering.

For this reason, in order to ensure the 
effectiveness of the Management Sys-
tem in Control and Security (SGCS), BASC 
trains all their co-workers and provides 
them with the tools for collaborating with 
the quality in order to developing an effi-
cient organization.  

 
Monitoring Technologies

Technologies are important in the 
operations of cargo transportation com-
panies because the monitor of their units 
benefits the logistic development of its 
operation and the security of their clients’ 
cargo.  

TRITON TRANSPORTS actually use 
GPS technology for monitoring their 
units. “This monitoring is operating 24 
hours a day the whole year from our con-
trol Centre. This technology provides us lot 
of additional information of the vehicle as 
well as speed, downtime, running engine, 
distances travelled, etc.”, reports  its man-
ager. 

Additionally, this information let de-

-

-

-

-

y previniendo la ocurrencia de lesiones 

-
tuno de soluciones de transporte de 

-

-

TRITON TRANSPORTS S.A. 

-

-

-
-

-
-

ponde a servicios a nivel nacional con clientes de diver-

It was formed in 1993 for dedicating itself to na-
tionally heavy burden transportation principally, in 
operations related to external trade. Over the years 
they have diversified their operations through energy, 
oil and mining sectors. Is an Andean Transportation 
Investment Holding Company, dedicated to provide 
infrastructure services, logistic and maritime services. 
They have a fleet of 100 new tanker trucks and specia-
lized equipment for transporting equipment, machi-
nery, metallic structure, extra-large cargo, wide cargo 
and general cargo. He operates in different grounds 
and heights, and makes complex operations with spe-
cial units (low bed, extendable, etc.). It has an own 
fuel dispatching service and a workers payroll of ave-
rage 200 employees. 

Percentage of its annual burden movement co-
rrespondent to exporting and importing: Approxima-
tely 40 percent, the remaining 60 percent corresponds 
to nationally services with clients of different indus-
trial sectors.
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Al día / Up to date

-
ciones seguras en el desarrollo de sus 

-

-

-

Jorge Gubbins Doberti, gerente de la 

División Transportes de RANSA. / Manager 

Transportations Division of RANSA. 
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RANSA Comercial - División Transporte

-

-
-

-
-

-

-

It provides logistic services that include storage, 
custom arrangements, transportation, horizontal 
distribution and shipping services. Moreover, it has 
joints with global operator of external trade in order 
to provide a logistic integral solution. Furthermore, 
it provides processing services, packing, refrigera-
tion and frozen of foodstuff.  

Its operations are diversified and specialized, sin-
ce it attends mining and energy clients, massive con-
sumption and retail, industry, agroindustry, fishing, 
telecommunications, automotive, among others. It 
has a storage area for dry cargo of 340.000 per squa-
re meter, capacity for 280.000 tons of grain, trans-
ports 18.000 monthly tons of cargo, cool storage of 
4.500 tons, freeze 50 tons for day and cool process 
of 60 tons for day. It also has 80.000 of storage per 
square meter in ports and a store for 450.000 boxes. 

Actually it has branches in Bolivia, Ecuador, El 
Salvador, Guatemala, and Honduras. It has a fleet 
of 126 vehicles for attending requirements of mining 
sector, as well as 123 vehicles for industrial sector 
and massive consumption. Moreover, it has more 
than 600 associated companies that provides servi-
ces and allows having some flexibility for seasonali-
ty of some requirements. 

Percentage of its annual cargo movement co-
rrespondent to exporting and importing: Approxi-
mately 60%

-
-

Tecnologías de seguimiento 
-

-

-
-
-

fine different indicators for making oper-
ative and management decisions, in or-
der to improve the logistic development 
as well as achieve an important decrease 
of risks during the company operations. 

Similarly, the manager of RANSA 
Transport Division explains, that GPS 
System allows locating in real time one or 
more vehicles using modules settled-up 
in vehicles that send their location to a 
monitoring central.  “This module is com-
pound by a GPS receptor integrated to a 
communication modem. The informa-
tion of location is processed to be shown 
as digitalized maps, with information of 
streets, avenues, etc.”

Regarding to the executive, by means 
of this system, different events can be 
controlled, as for example, panic but-
tons, fulfillment of itinerary, speeding, 
entrance and leaving of units to dynamic 
zones, temperature monitoring, e-block-
ing of platforms, distances covered and 
idle time. 

He also said that this system increas-

es the efficiency and productivity of the 
fleet, contributes to costs savings, allows 
a continue control of the vehicles fleet, 
allows to inform the client their orders’ 
location, improves security and allows to 
automatize controls. 

  In the case of GRUPO TRANSPESA, 
GPS technology is additional to GPRS. 
This monitoring system let the company 
to have continuous location of its units 
on real time, to have the history report of 
routes and times of its units, the register 
of speed excess, the stoppages in non-au-
thorized points, their units’ productivity, 
panic warnings in dangerous situations 
and measurement of idle time.7

“All these features of the monitoring 
system allow us to have more control on 
the logistic activities carried out on the 
transportation service, as well as watch 
and protect both, cargo and our drivers’ 
life” express the executive.

Problem area
As in every area, road transportation 
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-
-

-
gos durante las operaciones de la 

-

-

-

-

-

-

-

-

-
-
-

-

has problems. “The big problem is the in-
formality of the area”, points out TRITON 
TRANSPORTS manager, although it has 
reduced significantly in the last years due 
to the demands of clients, authorities and 
technology. “I think that if the Audited 
Institutions continue carrying out its func-
tion in cargo transportation, the area will 
continue improving and this will allow a 
healthy rivalry among different compa-
nies of the media, improving the service 
and reducing the accidents” says Palacios. 

 For Gubbins, RANSA Transport Divi-
sion manager, the current problem is an 
addition of different items, as: the lack of 
an adequate infrastructure of road net-
works, the informality of the sector which 
does not allow competitive rates, the ac-
cidents rate in roads, the antiquity of fleet 
park, the high price of fuel in comparison 
with other region countries, the road-
blocks and strikes that bring huge losses, 
among others. 

Actually, RANSA is promoting the 
program “Perú, safety country”. This pro-
gram is supported by Romero foundation 
for minimizing the accidents rate in our 
roads and wants to sensitize the roads us-
ers about important matters as defensive 
driving, road safety, fire-fighting, first aid 
and transportation and recognition and 
identification of dangerous materials. 

TRANSPESA 

-

-
-
-

-

-

It begins its operation 40 years ago as nationally 

general carrier. Then it widens its services to storing 

ant rent of heavy machinery. Its security system on 

International trade (BASC) and Management Securi-

ty System (SGS) is internationally recognized. 

Actually it has Volvo FH 12 trucks and the la-

test Freightliner M2 112, 5 years of antiquity and 

implemented with GPS system. For total security it 

has 24 24 hour nationwide road service. Its fleet is 

compound of 81 trailer trucks and 114 semi-trailers. 

Its annual cargo movement, measured in trips, was 

24.203 trips in 2010 and 28.129 trip in 2011.

It managed packages, sacks, boxes, pallets, con-

tainers, solid bulk cargo (grains, carbon, iron, and 

others), as well as dangerous cargo (explosives), fro-

zen products (thermo king) and heavy machinery 

(low bed). 

Percentage of it anual cargo movement corres-

pondent to exporting and importing: The aproxima-

tely average is 85% importing and 15% exporting.
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Problemática del sector 

-

-

-

-

-

-

-

-

-

-

-

-
-

-

-

-
-

On his side, Rivera, General Manager 
of TRANSPESA GROUP, expresses the 
existence of different sources that gener-
ated problems, as socio-politic problems 
(blocking of roads), socio-economical 
problems (strikes, manifesting, etc.), se-
curity problems. Regarding to this point 
he specifies that it comprises from crime 
problems, assaults, extortions, up to sign-
ing of maximum weights that support 
bridges in national routes, which are dis-
ordered; for example, it is unknown if it is 
net cargo or gross weight.   

Other additional problems are re-
lated to unstable prices of fuel and the 
bad status of roads that influence on the 
maintenance costs and security of units. 
“Despite this aspect has been improved 
it is still an important item that generated 
higher costs” he specifies. 

In regards to solutions, he says: 
“Among the measures taken against the 
different problems, it has been worked 
directly with those that can be controlled 
by own efforts; for example, in security, 
control systems and GPS monitoring have 
been implemented apart from creation of 
routes and stoppage strategic points for 
guaranteeing cargo and our co-workers 
security. Moreover, there is the process 
of emergencies answer in cargo trans-
portation which operates all day (addi-
tionally to the corrective and preventive 
maintenance done in the company), for 
reducing any accident that our units in 
route can suffer and of course constant 
communication for facing any problem 
of roads blockage and avoid idle times, as 
possible”   
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-

-

-

-

-

-

-

-

  



Fortalecer la eficiencia y 
seguridad de la logística peruana 

TO ENHANCE PERUVIAN LOGISTICS 
EFFECTIVENESS AND SECURITY 

Y
-

-

-

-

-
-

-
-
-

-

-

relacionadas a las actividades de seguri-

-

-
-

-

YOBEL Supply Chain Mana-

gement is a company, with more 

than 40 years of experience, and 

has professionals dedicated to the 

service of supply chain process 

optimization through their busi-

ness units specialized in logistics, 

manufacturing, jewelry, personal 

care, and consulting. Furthermore, 

YOBEL Supply Chain Management 

is the first company in South Ame-

rica region to render outsourcing 

services of supply chain manage-

Logística  / Logistic

YOBEL Supply Chain Management (SCM) proposes ways to improve 
Peruvian companies supply chain.

-
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Rocío Marcos, gerente de Aseguramiento de 

Calidad de Yobel SCM.  /  Quality Assurance

Manager of Yobel SCM. 

ment in 13 countries: Argentina, Chi-

le, Colombia, Costa Rica, Ecuador, 

Salvador, Guatemala, Mexico, Peru, 

Puerto Rico, Dominican Republic 

and the United States.

Because of its track record and 

wide experience, we invite Yobel 

SCM to summarize its main propo-

sals to enhance and develop the Pe-

ruvian logistics, considering safety 

for the benefit of the owners of the 

cargo, particularly for export.

Rocío Marcos, Quality Assurance 

Manager of the company which has 

a BASC certification, is the executi-

ve that summarizes such proposals 

concerning to the corporate security 

activities of her principal.

 “Every day, export control is be-

coming more important in order to 

avoid the risks posed by drug traffic-

king, terrorism and bioterrorism” she 

says. The executive also remarks that 

“the control conducted to the export 

process should be useful for accele-

rating the entire process, in each sta-

ge of the logistics chain; therefore, it 

is important that each member the-

reof certifies the processes”.

In general, Marcos reveals that in 

Yobel SCM, the control conducted to 

the export process begins with the de-

finition of merchandise to be exported 

and conditioning process. For her, “the 

control of entrance of staff responsible 

for stowage and entrance of vehicles 

that go under tractor head and van 

inspection is an essential part”. For this 



  Logística  / Logistic 

-

-

cerrado para evidenciar la carga y la en-

la cual antes de salir de las instalaciones 

-

   

Propuesta 1 
-

-

 
Propuesta 2 
Contar con personal de resguardo para los transportes 

-

-
-

Propuesta 3 

-

Las propuestas de Yobel / YOBEL Supply Chain Management 

purpose, they have a closed-loop sys-

tem to show the loading and delivery 

of goods for export, which go under 

an inspection process performed by 

dogs specially trained to detect illegal 

substances.
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Propuesta  4 

-
-

Propuesta 5
-

-

-

Propuesta 6

-

-

Proposal 1  
To have drug and explosive detention dogs: They can 

be supplied by a specialized company, and they assure 
the non-contamination of the goods for export. They are 
incorruptible security elements that continuously, and 
during the export process, guarantee, through its smell 
sense, the cargo is free from illegal substances. They 
should take turns as frequent as appropriate to guaran-
tee effectiveness of the service in each turn.

 

Proposal 2 
To have backup personnel for road transportation: This 

additional measure to the vehicle GPS, and to surveillance 
camera inside the cab shall avoid insertion of foreign ele-
ments with the intention of contaminating the cargo. This 
protection measure may be embodied by security elements 
for each truck or two escort vehicles, one at the beginning of 
the convoy and another at the end.

Proposal 3 
To implement remote vehicle door opening system: The 

tampering of a door in transit, whether to contaminate the 
cargo or to steal it, is avoided with this measure because, 
when transporting, the doors are locked all the time. 

Proposal 4 

To use double security seals or labels: This double use 

combines different type and numeration seals that com-

plicate cloning operations before a possible attempt of 

contaminating the cargo.

Proposal 5 

Llevar doble control y registro. Estos registros escri-

tos y fotográficos se llevan paralelamente por el Área 

de Logística de Salida y por el Área de Seguridad, adi-

cionando el respectivo registro fílmico, de modo que se 

pueda cruzar información de nombres de las empresas, 

choferes, estibas y camiones, estor tres últimos con fotos 

de sus rostros y placas de matrícula de los vehículos.

Proposal 6

To maintain a documentary system: This is intended 

to support the processes to develop in a standardized 

and controlled manner, with effective proceedings that 

are compiled and supported by appropriate registers, a 

system which must guarantee that the valid approval 

flows are managed and constantly audited.
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O
n Friday, April 13th, II 

Course-Workshop: “BASC 

Standards and Rules to 

minimize supply chain 

risks”, lectured by BASC PERÚ, was 

completed in the presence of Rear 

Admiral Juan Carlos Del Álamo Car-

rillo, Executive Director of General 

Management of Captaincies and 

Coast Guard of Peru, Maritime, Fluvi-

al and Lacustrine Authority (DICAPI), 

and César Venegas, BASC PERÚ Gen-

eral Manager. 

The course, where 20 officials 

of the Maritime Authority partici-

pated in, had the purpose of train-

ing the coast guard officials to use 

identification and risk manage-

ment techniques and tools to be 

applied to the maritime activity 

control and surveillance tasks. Dur-

ing a week, subjects as Risk man-

agement, implementation and en-

forcement of BASC Standard and 

Rules, techniques to maintain the 

cargo conditions were pointed; as 

well as an outdoor session for in-

spection of containers and pallets 

was performed in LICSA facilities, a 

BASC certified company.

The academic course ended with 

a visit to the Air Cargo Terminal of 

TALMA (another BASC certified com-

pany) where those present were able 

to confirm the enforcement of the 

BASC Standard and Rules in the se-

curity processes which are used to 

guarantee cargo safety. The sessions, 

headed by BASC International Audi-

tors, not only broadened the knowl-

edge of participants, but also made 

recommendations for better interac-

tion between BASC PERÚ and DICAPI 

in the framework of cooperation in 

the Fight against Drugs.

The completion of this course was 

part of the Inter-institutional Coopera-

tion Agreement signed by and between 

BASC PERÚ and DICAPI on November 

2009, through which the technical 

training of the officials through grant-

ing mutually training scholarship and 

exchange of specialized subject field 

trainers was agreed. 

DICAPI Y BASC PERÚ 
realizan curso-taller 

DICAPI AND BASC PERÚ CARRIED 
OUT COURSE-WORKSHOP 

C
on la presencia del Con-

-
-
-

-

-
-

-

-

donde los asistentes pudieron constatar la 

-
-

-

-

-

    

El Contralmirante Juan Carlos Del Álamo Carrillo, director ejecutivo de la DICAPI y César Venegas, 

gerente general del capítulo BASC PERÚ, con los participantes del II Curso-Taller: “Normas y Estándares 

BASC para minimizar los riesgos en la cadena de suministro” realizado con el apoyo de las empresas 

LICSA y TALMA. / The Rear Admiral Juan Carlos Del Álamo Carrillo, DICAPI Executive Director, and César 

Venegas, BASC PERÚ General Manager, with the participants of II Course-Workshop: “BASC Standards 

and Rules to minimize supply chain risks”, carried out with the support of LICSA and TALMA companies.

En el marco del convenio entre ambas instituciones 

Under the agreement between both organizations
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U. S. Customs and Border 
Protection y BASC firman 
Convenio de Cooperación 
CBP AND WORLD BASC ORGANIZATION 

SIGNED A COOPERATION AGREEMENT

-

-

-
-

-
e los 

suscrito se inicia una nueva etapa de 
-

-

-

-

-

-

-
-

-
-

-

-

-
-

 

Herndon, Virginia, USA, June 4th, 
2012.- World BASC Organization and 
U.S. Customs and Border Protection- CBP 
(United States Customs and Border Protec-
tion) signed an agreement that reaffirms 
the commitment of our organizations to 
work jointly on logistics chain security in 
America.

 Both organizations have been work-
ing in cooperation for the last 15 years and 
a new stage of work for maintaining joint 
efforts to enhance safe trade in the world 
has begun with signing of this agreement.

 The agreement commits the parties 
to voluntarily exchange information and 
intelligence in order to minimize the risks 
regarding legitimate trade, cooperation, 
and support for training to enhance safe 
international trade in relation with the 
international supply chain security and 
participation in internal meetings and joint 
projects for developing common plans and 
objectives.

 In order to formalize this teamwork, 
the parties signed a joint declaration which 
was executed by the U.S. Customs Com-
missioner, David V. Aguilar, the President 
of the Board of Directors, Raúl Saldías, 
and the President of International World 
BASC Organization, Fermín Cuza. The ex-
ecution of this agreement was attended 
by the CBP Deputy Comissioner, Thomas 
Winkoswki and several members of Trade 
and CBP International Business team and 
C-TPAT team as well as former Customs of-
ficials who were invited; by the WBO; it was 
attended by Mr. Juan Francisco Toruño, 
President of BASC Guatemala and Mr. Ed-
gar Gómez, President of BASC México who 
attended as members of the WBO Board 
of Directors, Associated Companies, and 
WBO Executive Director, Suzanne Lemaitre.

 The document recognizes the effort 
and emphasizes the support by both orga-
nizations for the benefits of a cooperative 
joint work regarding to the enhancement 
of the integrity and security of the interna-
tional trade supply chain. This agreement 
and point of contact was executed by The 
C-TPAT Program Manager and the Interna-
tional President.

 “World BASC Organization with its 
2.500 affiliated companies in 14 countries 
in America, has supported the CBP mission 
to secure international supply chain by 
having reliable partners in countries where 
BASC has presence, through enhancing 
and training thousands of companies in 
the region, preparing them to successfully 
stand the challenges and threats of the 
21st century” said the Commissioner David 
V. Aguilar.

 “The signing of this Joint Declaration 
sends a clear message by the most impor-
tant Customs Department of the World, 
that the different Customs Departments 
and the private sector should double their 
efforts and work together for a more agile 

and safe business” said Fermín Cuza.  

El Comisionado de Aduanas de los Estados Unidos, David V. Aguilar (tercero a la derecha), el Presidente del 

Consejo Directivo y el Presidente Internacional de World BASC Organization, Raúl Saldías (segundo a la dere-

cha) y Fermín Cuza (primero de la izquierda), respectivamente, firmaron el Convenio entre USCBP y BASC. / CBP 

Acting Commissioner David V. Aguilar (third to the right), International World BASC President Fermin Cuza (first on 

the left), and Chairman of the Board of Directors for the World BASC Organization Raul Saldias (second to the right), 

signed the Joint Statement between USCBP and BASC.
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BASC PERÚ sensibiliza a proveedores 
de Universo S.A.C. Agente de Aduana
BASC PERÚ RAISES AWARENESS OF PROVIDERS OF 
UNIVERSO S.A.C. AGENTE DE ADUANA COMPANY

-
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-
-

-

-

-

-

-

-
-

-

-

-

-

   

Jorge Valencia, asesor de Control de Oferta de la Comisión Nacional para el Desarrollo y Vida sin Drogas 

(DEVIDA), y Paula López, Auditora Internacional BASC , durante la charla de sensibilización in-house 

organizado para los clientes y proveedores de la empresa Universo S.A.C. Agente de Aduana. /

Jorge Valencia, a Supply Control advisor of National Commission for Development and Life without 

Drugs (DEVIDA), and Paula López, BASC International Auditor in the in-house speech for awareness 

organized by the clients and providers of the Universo S.A.C. Agente de Aduana company.

A
s part of the BASC PERÚ 
in-house service, BASC 
PERÚ gave an exposi-
tion to raise awareness 

among providers and customers 
of minerals, machines and spare 
parts, raw materials for the cos-
metics industry, textile, lubricant, 
frozen products and lumber of 
Universo S.A.C. Agente de Aduana 
company. 

The event was carried out in or-
der to inform about the potential 
risks that threaten the safety of 
international trade, and to provide 
an overview of the drug trafficking 
situation in the country. The partic-
ipants updated their knowledge on 
supply chain security and observed 
the good practices in BASC Control 
and Security Management Systems 
(SGCS), which must also be applied 
by clients and BASC certified part-
ners of the company.

Rear Admiral (r) Jorge Valencia, 
a Supply Control advisor of Nation-
al Commission for Development 
and Life without Drugs (DEVIDA) 
gave a speech as a guest speaker, 
introducing the topic “Role of the 
National Commission for Devel-
opment and Life without Drugs – 
DEVIDA”.

Paula López, WBO Interna-
tional Auditor, acting on behalf of 
BASC PERÚ, talked about “Manage-
ment and security of risks that may 
affect an organization”, and she 
provided an overview of the work 
performed by BASC through its dif-
ferent offices in South America. She 
also remarked the activities and 
achievements of the organization 
in the framework of implementa-
tion of the BASC Control and Se-
curity Management System (SGCS) 
in the regional and global foreign 
trade. 
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REVISTA CARGO SECURITY 

Contenido: Cargo Security, es el medio de la Asociación Civil BASC 
PERÚ, especializado en el Supply Chain Security (SCS), que tiene 
como  objetivo informar al empresario peruano e internacional sobre 
las últimas tendencias y acontecimientos de seguridad en la carga.

Distribución Física: Directores y ejecutivos de empresas que operan 
en actividades de comercio internacional;  exportadores, 
importadores; organismos públicos y privados; embajadas, gremios 
profesionales y comerciales; ámbito académico; entre otros.

Distribución Virtual: Más de 10,000 contactos de empresas 
asociadas y no asociadas dedicadas a las operaciones de comercio 
exterior. Asimismo, publicación en el portal web: www.bascperu.org

Tiraje: 4,000 ejemplares

Formato: A4 (20.5 x 28.5 cm.)

N° Páginas: 44 a full color, en couché mate de 150 grs.

Periodicidad: 4 ediciones al año 

Idioma: Español / Inglés

Secciones: Portada, Enfoque, Al Día, Entrevista, Actualidad, Mundo 

BASC, Noticias y Eventos. 

CONDICIONES
Los artes digitales será proporcionados por el auspiciador.
Los precios no incluyen el Impuesto General a las Ventas 
(I.G.V.).

CONTÁCTENOS
Teléfonos: (01) 612-8300 Anexo: 2222
E-mail: giovanna.dioses@bascperu.org
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IMPORTANTE CONVENIO  
DE COOPERACIÓN PARA  

EL COMERCIO EXTERIOR PERUANO  

El Comisionado del United States Customs and Border 
Protection (USCBP), David V. Aguilar, y el Presidente 
Internacional de World BASC Organization 
(Organización Mundial BASC), Fermín Cuza, durante la 
firma el 30 de mayo de 2012 de un Convenio de 
Cooperación entre ambas organizaciones. 

Una nueva etapa 
en las relaciones entre dos 

entidades promotoras 
del Supply Chain Security 


